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ACADEMY OF MODEL AERONAUTICS

The Academy of Model Aeronautics (AMAh behalf of our 180,000 membergspectfully submits the
foll owing comments in response to the Feder al
Rulemaking (Dockett FA20191100) regarding Remote Identification of Unmanned Aircraft Systems
(Remote ID).

According to the NPRM, the RAtates that requiring Remote ID technologies would address safety,
national security, and law enforcement concerns regarding further integration of these aircraft into the
National AirspaceSystem (NAS)f the United States. AMA members support the safid secure

operation of all UASommercial and recreationah the NAS. Fomore than80 years, AMA membesr

have been salg operating in the NAS fact repeatedlyand publicly acknowledgetly the FAA

However, the proposed rules do nimbprove the safety or security of model aircraft activities, but

rather only impose unnecessary and costly regulations to the one part of the UAS community with
existing safety and security standaidslace.

Overview

Although AMA supports the overall goal of the NPRid,failure of the proposed rule to distinguish
between different kinds of operators and different types of UAS aircraft will result in tens of thousands
of model aircraft hobbyists larsg access to the airspace amdll impose significant compliance costs on
remaining hobbyists. Fundamentally, the FAA has failed to show how the proposed rules imposed on
modelaircraft conductedvithin Visual Line ofight (VLOS)f the operator, or co-located spotter, will
improve the safety or security of tHe¢AS.

The NPRM fails to make the distinctibatweenthe safety and security differences between VLOS
operations and Beyond Visual Line @ffs{BVLOS) operations. Rather than cesatset of rules that
addresses th vastly different operational ability of recreational UAS, the proposed rule forces model
aircraft that are designed and built to operate under VLOS to comigyrulesstructuredfor UAS
designed and built to operatBVLOSThe FAA is correct in statitftat UAS are going to evolaad
becomemore complexo improve performance and capabilitielsut model aircraft flying VLOS
operationsare fundamentally contingent on thekill of theoperator providing continual inpytnot
technology or automation
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For those hobbyistashoseaircraft cannot meet the proposed ruketechnology mandatesr simply
cannot afford to comply, they will be regulated to a small number of fixed sites wimr&emot ID
operations could occur. Although AMA has catalbgeveral thousand of our local clulfixed flying

sites, not every hobbyist has convenient access to a fixed site. The proposed rule states ¢kptiditly
expects the number of fixed sites to dease over timefurther limiting the modeling communjt’ s
access to the airspace. The NPRM dogstesent any safety or security data to justify these significant
limitationsto the modeling communitsaccess to the airspace.

The NPRM incorrectly assasithat all recreational UAS operations will eventually becoapable of

meeting the Standard Remote ID requiremahsome point without providing any data to support that
assertion. In fact, the NPRM' s go adadvangrgderanes t o
platformsor face being regulated to an evdiminishing number of fixed siteg whichto conduct VLOS
operations. Fomore than80 years, AMA members have been opérgviaVVLOS and that is not going

to change. It is a core element thie hobbyiss éxperience AMA members only fly VLOS and the FAA
failed to considerthis crucial operational faénh thisrulemaking.

The proposed rule is overly burdensome and costly for model aircraft hobbyists without providing the
safety or security benefits that the FAA asserts. If enacted as proposed, the rule would preclude a child
flying a model aircraft ihis or hemeighborhoal park unless equipped witRemote ID technology and
apaid connection to an approved networ k. 400he r U
grammodel aircraftthat her or shebuilt from a kit as equivalenb the safety and security skof a large
commercial UAS flying BVL@srations The NPRM offers only generic discussions of risks associated
with UAS and those comments only discuss BVLOS operations, often using only anecdotal evidence. Th
NPRM offers no analysis or data of thekrposed by model aircraft hobbyssir by VLOS operations.

The proposed rule grossly understates the costs of compliancéaséiado showthe benefits accruedh
adoption of the ruleFor those model aircraft hobbyists who cannot or do not want to afeeat fixed

sites, the monthly fees could be in the hundreds of dollars to connear tdASService Supplieand

cellular networks for multiple aircraft. The NPRM also fails to account for the costs associated with
operatingat a fixed locatiorbecausanost AMA sites have local club fees associated with using their
facility. The reality is that the cost and requirements to fly a model aircraft will result in far fewer young
people engaging in the hobby and ultimately in aviatibheNPRMalso does notmake clear what

public safety or security benefit would be addressed by effectively prohibiting VLOS operations outside
of fixed sites.

If enacted, these proposed rules wowddsentially eliminate a majority ¢fie modeling communitya
community that FAA has consistently citedsage and responsiblasers of the airspacand one that
serves as a pipeline for the next generation of aviation enthuseastprofessionalsThiswill negate
the ability of commurity-based organization€CBOs)o help the FAA educate the growing number of
UAS operators.

Given that the safety and security of these vastly different §gdfeoperations need to be recognizéu

the final rule AMA respectfully requests that the finalle exemptmodel arcraft VLOS operations from
Remote ID requirements. If a blanket exemption is not provided, AMA believes that its members can
address the safety and security concerns sddatethe NPRM far more cosffective and under a far less
onerous regulatorngnvironment as outlinedh the following
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Two ‘Separate Categories:; Advanced Drones and
Traditional Model Aircraft

Operational reality dictates that lesglvanced UAS that operate VLOS do not meet the same level of
risk as far moreadvanced UAS capable of BVLOS. Fopuingose of this document, unmanned aircraft
with advanced capabilities will be referred to as advanced drones, and unmanned aircraft designed to
only be flown within visual linef sight of the operator will be considered traditional modéricraft?

This distinction between traditional model aircraft and advanced drones was provided to the FAA by the
Remote Identification and Tracking Aviation Rulemaking Committee, specifically Work Group Two,
tasked to set a threshold of compliance. ReeniD is an appropriate requirement for UAlat operate
BVLOSThe final rule should accommodate the differences between these two UAS platforms
recommended by the ARC

UAS continue tbecomemore technologically advancedllowing a variety of operatianunthinkable

even a few yearago. As the NPRM notes, these advances will enable many important public isterest
and commercial operations in the future. AMA recognizes the many potential uses of advanced UAS ano
in no way do oumembers seek to hold baadvances in UAS operations. However, model aircraft use

the same basic radio technology that dates back decades to operate.

The NPRM' s failure to distinguish the signific
aircraft and advanced UA&rmot be understated when assessing both the safety and risk of UAS
operations. It is not only a question of misidentifying risk, but also of misapplying a remedy to that risk.

In manned aviation, different types of manned operations come with differsktand differensafety
andsecurity protocols. AMA recognizes that the increased use of advanced UAS that can operate BVLO
pose newsafety andsecurity challenges and risks. Not to disregard the few incidents cited by the NPRM
but AMA would note thatri each case, it is an advanced UAS creating the safety and security issue.
AMA' s safety pr ot oc ol sofopemtiohsdhe™NBRM faild td caevanyteXising et
safety or security issue with the operations of traditional model aircrafta¢ty many AMA cluband

Traditional model aircraft require continuous input from thperatorand aredesigned to only bélown within

visual line of sight. Advanced drones, on the other hhade the:

1. Ability of the aircraft to navigate between more than one point withouédirand active control of the pilot,

and

2. Range from control station greater than 4f@@t and reattime remotely viewable sensor (the ARC clarifies, this
definition is not intending to encompass drone racing at very low altitudes on a closed coursesthae

authorized by operation, by location, or some other mechanidrhjs distinction between model aircraft and
advanced drones was provided to the FAA by the Remote Identification and Tracking Aviation Rulemaking
Committee, specifically Work Group dyasked to set a threshold of compliance. The FAA should accommodate
the differences between these two UAS platforms in the final ruldfamote ID.

nt
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membershave operated in controlled airspace for decades without incident. The NPRM fails to provide
any data to justify significate mandates and restrictions placed on traditional model aircraft.

The security regulations and reigegments are different for commercial aviation, general aviatimd

all cargo operations. In commercial aviation, passengers are assessed at different risk levels. AMA
believes risk assessment should reflect the technological differences between typesnahned
aircraft. The NPRM seeks only to address risk with a technological solution rathevitham emphasis
on the risk the operator posesontrary to how manned aviation is treated. The operator of a model
aircraft is easily identified given thedienological limitations of the modék or shesoperating. VLOS
operations are inherently less riskgcausehe operator of the UAS is operating iglsi of hisor her
model aircraft.

National security and the safety of our airspace is of the utmmopbitance. AMA believes that the FAA,
Department of Defense, Department of Homeland Secpaityl other relevant agencies need to
properly evaluate true risk between various unmanned aircraft platforms. AMA supports regulatory
requirements for technologically advanced UAS that will operate Byaad we agree th&®&emote
Identification is an appnariate requirement for these UAS.

Failure torProvid®isk'Assessmehould Preclude
New Mandates

In the NPRM, the FAA fails to provide any evidence or data that indicatisonal model aircraft
present asafety or security risk to the NASiven the fact that traditional model aircraft halzeen
safelyoperating in the NAS fanore than100 years, with the last 84 under the guidance of Alkivs
activity is already fully integrated. In order to impose new regulations and mandates on users of the
airspace, it is incumbent on the govemnent to justify them AMA believes that thisIPRM provides no
data to justify the mandates thproposed rule on Remote ID would impasethe traditional model
aircraftcommunity.

While safety and security agencies requested the capability to identfyislers of advanced drones
where the operator is not easily identified, AMA is unaware of any requestsli&amnenforcemento

track users of traditionahodel aircraft. In fact, the traditional model aircraft community is often viewed
as a resource for¥a enforcement and security agencies, being the first line of defense against those
with ill intent.

The lack of a clear risk assessment has resulted in the proposed rule being overly burdensome on
traditional model aviationlf traditional model aircrafoperatorswere a risk, AMA is unaware of any
government agency making that assertion or having data to justiyMtA is unaware of any FAA or
other governmental agency having conducted a risk assessment for recreational UAS in general or
traditional model aviation specifically. The NPRM cites a few discrete instances of dewrsisgc
disruption to the NAS here or abroagtherwise, allof the data in the NPRM is speculative or anecdotal.
However, the benefits cited by the NPRM rely on preventing the afstese potential events.
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The NPRM references the FAgightings reports and the need to "...distinguish compliant UAS users
from those potentially posing a safety or security risk.” This phrase is used repeatedly throughout the
NPRM on Remote ID. The NPRM contains a discussion about the n&thfide 1D to enable counter
UAS actions, but the references are to individual incidenisdifidualsarrested for using advanced
drones.

Given the significant costs of Remote ID compliance to the modeling community, the FAA should have
conducted a more thorough risk and cdsnefit analysis before imposing a technological mandate on
traditional model aircraft. The risk factor of an advanced drone flying BVLOS is vastly dfffareat
traditional model aircraft flying VLOS and the proposed rule makes no distinction between the two. The
costs imposed on traditional model aircraft to complylwiRemote ID are signiéiot comparedwith

advanced dronewith softwarethat can be updatd remotely. The traditional modeler is still going to fly
VLOS even with a Remote-¢Quipped modeland tere is no additional security benefit to law
enforcement.

In the costbenefit section éee Table 6 below}he FAAalso mentiosthe rationale for the "Safety and
Security" benefits:

Table 6: Summary of Benefits of Proposed Rule

Safety and Security | e Provides situational awareness of UAS flying in the airspace of
the United States to other aircraft in the vicinity of those
operations and airport operators.

e Provides information to distinguish compliant UAS users from
those potentially posipg a safety or security risk.

e Enables the FAA. national security agencies, and law
enforcement entities to obtain situational awareness of UAS in
the airspace of the United States in near real-time.

e Provides additional registration and notification requirements
for identifying aircraft and promoting accountability and the
safe and efficient use of the airspace of the United States.

Enables Expanded | e Assists in the implementation of operations of small UAS over
Operations and people and at night. A final rule for operation of small UAS
UAS Integration over people and at night is contingent upon a final action for
UAS with remote identification being effective."’

137

“Because these operations have a potential impact on public safety and national security. the FAA does not
intend to promulgate a final rule to allow these operations until a regulation finalizes the requirements regarding

AMA will again point out that a user of traditional model aircraft is going to be identifiable to any law
enforcement or secunjt personnel. A traditional model aircraft is limited in range. An operator engaging
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in unauthorized use of a traditional model aircraft would be easily identiffeelgoal of the Remote ID
mandate.

The NPRM fails to justify the need feemote ID on all WS platforms, regardless of capability with hard
data. AMA believes that such data exists, it will help justify why the NPRM runs counter to the Remote

Il dentification and Tracking Aviation Rul emakin
recommendatbn of UAS platform distinction.

Exemption of Traditional'Model Aircraft

There is a lack of data associated with the safety and security risk of traditional model aircraft. The
aforementioned statement does not prove that the UAS industry has ignored this segment, only that
data collection is challenging with so few inciderisotighout history. Although safety and security
agencies have requested the capability to identify the users of advanced drones, law enforcement has
had little issue with users of traditional model aircraft. In fact, the traditional model aircraft comynunit

is often viewed as a resource for security agencies, being the first line of defense against thake with
intent.

In addition to a lack of associated risk data, this proposed rule exceeds requirements for some manned
aircraft. If this proposed rule @re to be implemented as outlined in the NPRM, UAS users would be
tasked with meeting more requirements than sogeneral aviation aircrafgxperimental aircraft and
ultralights.Although weunderstand it is within the FAA authority to regulate UAS to a higher standard
than general &iation aircraft experimental aircraft and ultralights, security risks associated with UAS
should not rise to the same level (payload, speed, distance capabilities, etc.).

AMArecently paticipated in a Safety Risk Mitigation Panel where AJT was the proponent for operations
over 400 feet in uncontrolled and controlled airspace (B, C, D class, and the surface area of E class).
During this course of this panel, FAA Air Traffic Operatioght Btandardsand those within the UAS
Integration office repeatedly said that a distinction between traditional model aircraft and advanced
drones would make integration much simpler. It was repeated throughout this panel that the traditional
model aircaft community does not pose the same risk that advanced drones pose. As the FAA moves
forward on this proposed rule, AMA would urge the review of these meetings where multiple internal
and external stakeholders expressed this view.

AMArequessthat traditional model aircraft be exempt from any and all requirements outlined in Part
89, because of the limited capability of traditional model aircraft, the fact law enforcement has been
focused on identifying users of advanced drones, and the fact the FAgmiges that traditional model
aircraft pose much less risk to safety and seculitihe final rule does not include an exemption for
traditional model aircraftthe following modifications to the NPRB&tter align the costs and benefitd
the rule to users of traditional model aircraft.

FAARecognized ldentification Areas (FRIA)

The UAS community is happy to see that pheposed rule outlines a path to exempt specific geographic
locations from the requirements outlined in the Standard and Limited Remote ID classifications; however,
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more flexibility needs to be granted by the FAA to CBOs regarding this pracesshe 12month
limitation for exemptionneeds to be removedn fact, the rule is expressly designed to phase out these
identification areas over time, rather than treat them as a viable {tmmmn option for complying with
Remote ID and promoting model aircraft fety. Fixed flying site locations are a solution to many
“per ceivelatdd issudsh ¥t the FAA continues to look at fixed flying site locations as a problem
and burden for the agencyany in thetraditionalmodel aviation community will not be abte comply

with Sandard or Limited Remote ID because ofthe equipment and other cost requirements, and
therefore operating at identification areas will be themly method ofRemote ID compliance

If the FAA does not make identification areas a @rgh compliance optionit will greatly reduce the size

of the safe model aviation hobby that hder decades, safely shared the airspace wiinned aircraft.
There is no safety or security justificatiexplained anywhere in the NPRM for eliminating the FRIA means
of compliance with the regulationThe elimination of the fixed flying site exemption appears to be the
direct result of tWeeargeRh&d PAAd0 atcamimibdate dnd exeldiS aperaters .
at fixed flying site locations and allow fixed site requests and location updates in perpetuity of the rule.

Proposed Solution:

The FAA should amend the proposed rule as follows:
9 Accept applications from CBOs to establish -Féoagnizedidentification areas on an ongoing
basis and eliminate the Xonth restriction on new applications.
9 Accept applications to renewer relocate FAArecognized identification areas at any time,
regardless of how much time has passed since expiration.
1 Extendherenewaltime period FAAecognized identification areas would be in effect to 10 years,
limiting the renewal burden on the FAA and hobbyists.

Individual UAS Registration

The Remote ID mandate states that it is to help identify the operator of a UAS. AMA has stated why this
is not necessary for people operating VLOS. Any law enforcement officer is going to be able to quickly
identify the operatorof a traditional model aircraft. This is especially timeenthe operations are at

fixed flying sits.

The NPRM proposed to $hUAS registration to the UAS rather than the user. This proposal would only
burdenthe model aviation communitgs a wholeand provide no operational benefit to the

government.The cost for individual UAS registration has been significantly underestiniated.

proposal to register UAS individually goes into effeat eswritten, AMA’ s 180, 000 mem
forced to registeroughly1.62 million aircraft at a cost of $8.1 million, assuming the $5 per aircraft
registration fee does not increase over time. This is a substantial investment of time and resources for
the model aviation community. Furthermore, inclual registration is not necessary for UAS operating

at FAArecognized identification areas because these aircraft are always flown WIS This makes

it simple for law enforcement to identify the pilot &g or shewill be the one at the controls at the FRIA.
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The current registration process would meet th
operated without broadcasRemote IDat FRIAsThe dentification of the operator would be obvious to

any law emorcement officer present at the flying site. The registration number would be required to be
affixed only while the aircraft is iitight to preserve the historical accuracy of model aircraft for display
purposes.

Proposed Solution:

. Remove the requiremdrto register individual UAS if treperatoris flying recreationally
and meeting the statutory requirements of PL 14%4 Section 349

. Allow the registration number to be temporarily affixed while flying to allow the historic
accuracy of the model to bmaintained for display purposes.

. Update the economic analysis to incorporate the updated cost numbers to match the AMA

data. These costs should be included in the d@siefit calculations in the final rule.

Internet Connectivity

This proposed rule requires UAS to transmit information via an internet connectiamfided Remote
ID, and requests internet connectivity fBiandardRemote IDcompliance. The majority afie
traditional model aviation community Isdoeen flying safely for decades in rural areas where there is
little or no cellular connectivity. Model aircraft are typically not flown close to residential areas
AMA’ s s grameningto gperate away from people aptbperty.In fact, new requirements and
limitations in controlled airspace are pushing our community into these rural areas, in an effort to
reduce t he “aptemanned airceaft ih mdrehncongested arédlacing the higher burden
of SandardRemote ID in a less populated area does not align with the associatedliisiughthe
NPRM provides an option to comply wiamote ID by flying at FRIBmited Remote IDcompliant
model aircraft would not be allowed to operate if the FRIA was outside of cellular coverdge a
alternative connection to the internet is available.

Abetter option, in addition tothe FRIA solutions noted aboweguld be a softwarédased network

solution. The network dfJAS Service Suppliaran supporiRemote ID for norequipped hobbyists.
Althougha VLOSJAS operator would be required to have access to the Inteiheuld only be when

he or she declares the flight. At no time should the WA&ontrol stationneedto be connected to the
internet. This would allow the UAfperator to declare his or her flight in advance and from a location
where internet connection is present. This option would give the FAA and law enforcement the location,
identification, and contact information of the UAS operator.

The term “perceived” is used becawudaedisshesbefvdeA has no
traditional model aircraft and manned aircraft. While legislation has changed to mandate the FAA to implement
new requirements in the name of safety, the actual safety aspect of our hobby has not changed, especially at fixed
sites. Given that the proposedile is expressly designed to eliminate FRIA areas over time, remotdiariéad ID

model aircraft flying would become impossible if the NPRM is implemented as written.
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Lastly, the proposed mote ID rule does not take into account indoor flying. Many traditional hobbyists
and FPV drone racers utilize indoor structures for their recreational operations. Aircraft hangers, empty
warehouses, and other large buildings are often the site for rtaal UAS activitghielded from

network and satellite connectivityCreating aircraft standards that would limit or restrict operations in
environments outside the regulatory authority of the FAA could pose legal challenges for the agency.

Proposed S8lution:

. Replace the curreritimited Remote ID category with a softwalbased solution (appr web
based. This would remove a majority of manufacttgestandards, leaving standards for
only those aircraft designed to be flown beyovidualline of sight These advanced aircraft
could be placed into th&andardRemotelD requirement and transmit a signal for beyend
line-of-sight operations.

. Allow operators to use a softwaiteased solution to mark the location of the operation and
the times flying will ake placedppor web based) that could be scheduled prior to traveling
to the flying location.

. Amend manufacturer/UABmote |Dstandards to account fahe use of indoor facilities.

AmateurBuilt Aircraft

The proposed rule includes an exclusion for compliance with the design and production requirements of
Remote | D fboui |“ta’nheatewryche definttion of what constitugean amateuwbuilt

UAS is inadequate and needs to be clarified. The definition should include situations where aircraft parts
are purchased and assembled by an individual. Does the FAA have data that verifies that a greater safet
risk is associatedith aircraft with less than 50% construction and fabrication from the builder? If not,
the rule shouldhot arbitrarily create mandates with any research, data, or justification. The rule should
el iminate, or gr e amdnyactureddamponess rute that is ‘applied4s fubsade! f
aircraft.

The requirement for amatedupuilt aircraft to display a serial number is also unnecessary, especially
given the fact that many of these aircraft will only operate at FRIA, or encompass drone racing at very
low altitudes, and all within visual line of sight of the operator or spotter collocated with the operator.
addition, permanently displayed serial numbers would destroy the historical accuracy of model aircraft
that are detailed scale replicas foill-scale manned aircraft.

Lastly, the FAA requests comments about whether persons should be allowed to produce kits for sale
that contain 100 percent of the parts and the instructions for assembly necessary to build a fully
functioning UAS without remote idefiication capability. Once assembled, such UAS without remote
identification would be required to either have the unmanned aircraft weigh less than 0.55 pounds or
operate only within an FAPecognized identification area. AMA feels strongly that personsilsh

indeed be allowed to produce kits that contain 100 percent of parts and the instructions for assembly
necessary to build a fully function UAS without remote Identification capability. Many of these kits
would only be flown at FRIA locations and alwaithin VLOS. For those outside of a FRIA, the use of a
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software-based remote ID solution (App or widlased)and possible aftermarket solutio®uld identify
the location of the operator.

Proposed Solution

. Revise the definition of amatetuilt aircraft so that it includes situations where aircraft
parts are purchased and assembled, as well as aircraft that are entirely built by hand.

. Remove the requirement for an external serial number for amatsuitt UASbecausehe
registration number should beneugh to tie the aircraft to the operator.

. Allow UAS kits containing 100% of parts and instructions to be produced and sold without

remote identification capability.

ImplementationTimeline

The NPRM outlines an implementation period of 36 months after the effective date afithisOnce

the 36month period passes, all UAS operatiovithout remote identification capabilities anoutside of

a FRIA would be prohibited.  AMA feels that then®@nth timeframe is far too aggreive. To putthis
timeline into perspective, the FAA granted general aviators a total of 10 years to implement automated
dependent surveillancbroadcast (ADB) systems into their aircraft.

While AMA appreciates the urgency shared by the FAA and geaggncies, we feel that a 36onth
implementation period is unrealistic and compliance from the industry will suffer.

Proposed Solution:

1 Revise tle implementation period to a realistic timeline.

1 Allow for a 16year implementation period, similar to the time allowance given to general
aviation for ADSB systems.

9 Consider incetives to encourage compliance and offset the dems placed on manufacturers,
operators, and CBOs

EconomicdAnalysis

Events and Competitions

The proposed rule does not provide an option Remote ID compliance at established UAS events and
competitions, whichmight not be ata FRIA Similar toan air show, these events take place in define
locations for a short period of time and often support local charities. The location of these events should
be treated like temporary FARecognized identification areas, especiddlgcausemany of the aircraft
involved in these shows will not meet ti&andard or Limited Remote ID requirements.
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Hundreds, if not thousandsf events take place in thtgpe ofscenario every year. The NPRM fails to
address this issue in its costs and benefits section. For example, if AMA were not able to hold events at
its headquarters in Muncie, Indiana, the resulting economic loss to the community wo@@rbilion a

year. Again, the NPRM fails bmnsiderthe unique role traditional model aircraft play in the aviation
system. The NPRM fails to address the economimtibat would result in failing to provide a safe
harborfor our traditional model aircraft events and competitions.

Proposed Solution:

. Establish a simpland affordableprocess to request and receive temporary approval on
FAArecognized identificatiomreas for the purpose of a UAS event or competitiA is
happy to provide this servider our members and to the FAA to ensure data is standardized
andmeets the goals of the agency.

. One possible means of compliance would be to alowtiple operations to be declared
using a softwarédased solution to mark the location of the operad@nd event.

IncorrectAssumptionsAbout the Gost of Compliance

The FAA' s cost estimates appear t othraeyesarsang wil h at
be replaced with Remote tBompliant aircraft. This assumption is incorrect for traditional model

aircraft. Traditional model aircraft remain in opei@tal condition for many decades. As written, the

rule would require these aircraft to be retrofitted witlandard orLimited Remote IDcompliant parts

after the FRIA sites are eliminateédditionally, there would bea cost for registering each UAS and a
cost for subscribing to the UAS Service Suppl:i
assessment of aircraft ownership does not alig
contact AMA regarding t hi sverags AMAenembdr bivhs rirdraadtt a s
The FAA should use our data when evaluating the costs of potential mandates.

Proposed Solution:

. Update the economic analysis to incorporate the updated cost numbers to match the AMA
data. These costs should be irddal in the cosbenefit calculations in the final rule.
. Update the FAA totals to show an average of nine UAS per AMA member (ragghly

million UASn the AMA community,

FAAFailedto Includethe Economic Impaadf Model Aircraft Eventon
Local CommunitieCharities,and OtherAffected Entities

With an average number of 2,500 annual ANBionalsanctioned events, an average of $2,500 in
direct event spendingandan average 0100 attendees, the economic impatctlocal communities in
terms of food, fuel, lodging, services, taxes, wagesd other attendeeand eventrelated purchases
well surpasse$10,000 per event. This translates nationally to $25 million in economic impacts just for
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AMA events. This does nioiclude theapproximate 9,00@econdary market of model aircraft swap
meets fun flies, and local competitions managed bgaloclubs anenembersthat also generate millions
of dollars in economic impatd local communities. With the evenadiclosure of model flying fields
(FRIAS) these nonflying events will become extinct as will, lmmaimunity-based flying clubs.

Numerous national and local charities supported by model flying events will be adversely affected
economically as well by threile -to the tune of millions of dollars.

Proposed Solution:

. Provisions need to be added to the rule to continagecognizehe FRIA locations
indefinitelyand to easily authorize temporary FRIA locations for special events. If the
current version of the regulation is implemented, the adverse cost of eliminating or
restricting the events should be included in the ebehefit calculations in the final rule.

. The FAA should survey UAS event managers and contest directors to determine the financial
impact that UAS events have on charitable organizations. This study should be added to the
“economic i mpact to small entities” porti

The FAAJnderesimated the Cost for Registration

The cost for the model aviation community has been significantly underestimated. On average, AMA
members eachownineai r cr af t | and many members own tot al
180,000 members would be forced registerroughly1.62 million aircraft at a cost of $8.1 million,
assuming the $5 per aircraft registration fee does not increase over time. In addition to cost, the FAA
needs to consider the time required register dozens or even hundreds of aircrdfft-FAA registration

takes an average &minutes, the timecommitment forindividual is unreasonably burdensome.

Proposed Solution:

. Update the economic analysis to incorporate the updated cost numbers to match the AMA
data. These costs should be umbéd in the cosbenefit calculations in the final rule.
. Recreational UAS registration should remthia status quo. If the true purpose of the

registration is to identify the owner of the UAS, the current registration process and
requirements meet that ojective. In fact, restructuring the registration process would call
into question the legitimacy and effectiveness of the current registration process.

The FAA Assessmeoitthe Economic Impadb Small Entities Is
Incomplete
The proposed rule fato evaluate the impacthat Remote ID implementation would have on the

thousands of hobby stores around the country selling UAS. To properly assess the impact on small
entities, the FAA needs to survey this link in the distribution chain.




uuuuuuuuuuuuuuuuuuuuuuuuu

Proposed Solutio:

. Conduct asurvey of hobby stores in the United Statbat sell UAS to determine the cost
impact of reduced saldsecause ofhe increased cost and complexity of compliance with
this proposed rule.

. The impact should be revised to account for the ¢oshclude hobby shops that are small
entities. These costs should be included in the 4xestefit calculations in the final rule.

Cost of Implementation by Law Enforcement

Another thing that is not addressed in the proposed rule is the abstuippingl18,000 police
departments withthe technology required to access the Remote ID data and the required training of
750,000 sworn officers to use the new technology.

Becausehere is no demonstrated threat, it is entirely reasonable to expect that budbetlenged
departments will not be able to access the Remote ID data or at best designate one or two officers to
deal with drone identification.

Proposed Solution:

. The FAAhould conduct a survey of law enforcement departments to determine if they are
equipped with technology (e.g. smartphones or mobile computers) to allow for the
implementation of the NPRM. If not, what would be the cost to eqagm?The survey
should als include the cost to train the officer workforce in the use of the new technology
and the appropriate actions required upon use of the technology. These costs should be
included in the cosbenefit calculations in the final rule.

Cost ofCreating the Rmote ID Applications and Database for
Personally Identifiable Information

Currently personally identifiable informatida obtained byalaw enforcemenbfficer through a twe

stage electronic interaction. The first interaction is conduotedtheNational Law Enforcement
Telecommunications Systelny the officer othis or herdispatcherWhen a request is entered inthe

National Law Enforcement Telecommunications Sysfeis routed across state systepfiar example,

an outof-stater egi stration check, driver’s informati on
officer/dispatcher can make a national request for active wants, warrantsperder registry or

protective orders. These checks are routedtli@National Law Enfoement Telecommunications

Systemnto the National Crime Information Centera theCriminal Justice Information Services Division

of the FBI.

Remote ID will be & entirelynew database that will have to be built, managed, maintained, updated,
supported, rodinely audited and paid forThe NPRM is silent on who will pay for the creation of the
Remote IDdatabase This database will also have to be integrated with tbgistrationdatabaseto
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achieve a useful method for the law enforcemefficersto identify the individual pilot/owner of the
UAS. If the cost of the NCIC is used to inform the cost estimate for this aspect of the regulation, it could
be billions of dollars of federal funds.

The NPRM provides no information baw the* s ecur e” t ticawikbe bugtand ppl i c a
distributed How will the chain of custody rules for evidence be met by a {bandy application? The
footnote (p. 117)that statesd ¢ KS C! ! T yGAOA LI GSa GKIG Ay GKS F

phone applications forfla Sy ¥ 2 N STYiS appearsiza (& dhé only mention of the requirement
for the development of the applicatioiit appears that tileast three apps are going to have to be built,
plus, a web portal that integrates all theRote ID and LAANGAS Service Supplietata into a real
time searchable antklatabledatabase Theapplications as well as state and local guidelines for the
use of the app will have to be marketed, rolled pand trained.

Proposed Solution:

. Delay implerentation of the regulation until funding and implementation plans are
available to align the é&note ID implementation timeline with the availability of the
applications and database(s) required to allaww enforcement officeraccess to the
personally idatifiable informationassociated with 8&note ID.

. Include the costs of thed®note ID database and application development in the final'ruse
costbenefit analysis

Viability of thelNPRNbfor:Law, Enforcement

There is nothing in the NPRM about hoenfidbte ID data will be integrated with the rest of the data that
law enforcementoutinely uses. This is a critical point becalsse enforcement oftersare trained to

use personal idetifying information about the person they have in front of them. And because things
happen fast, their safety depends on having it available intres.

Many local lavenforcement agencies do not have the resourt®sutfit their officers with phones
investigators yes, patrolmen often no (see earlier commenthacost of equippingaw enforcement
officerg. Given the lack of official mobile phones in many departments, implementation of the NPRM is
dependent on officers downloading a “secure” t
be utilized for ®“official business.” Thwhsh has
means it can be taken into evidence.

Without asustained effort to engage law enforcement, thenfote ID program will not be adopted by

the very customers for the information that drove the creation of the rule. If the rule is allowed to
become final without these critical questions being answeted F A A  wi | | have “don
sky with compliant aircraft, but the people on
importantly, the pilot.

The NPRM states: The owners of small unmanned aircraft registered after the efigatesof the final
rule would have to comply with the new registration requirements prior to the operation of the

(i dz
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he
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unmanned aircraft. This is a clear regulatory statement but unless verification is built into the UAS
Remote ID softwaregthere is no mechasim to enforce the new requirement. How will the FAA measure
compliance after the effective date of the regulation?

Proposed Solution:

. Include the plans for rollout ttaw enforcementdepartments and agencies in the final rule
preamble

. Include the cost ofhe rollout activity in the cosbenefit section of the preamble to the final
rule.

Compliance an@inforcementlssues

The NPRMtates: No UAS could be produced for operation in the Undes after two years and no
UAS could be operated after three years except in accordance with the requirements of this proposal.

Under what authority will the FAA enforce this? It has nothing to do with civil aviation safety and there
isnoexpansiondf he FAA's authority in the FAA reauthor
send agents to monitor every point of sale in the counigth brickand-mortar shopsand online. Are

other agencies of the Federal Executive Branch available toanfbese provisions? How can they

without federal law on the books that gives them the authadriyccording to the NPRM, 83% of all

drones are imported (Draft p195)hat makes this a complex pest-entry issue, involving some

combination of the Departmerof Commerce and |3 Customs. If this provision is struck down in the
courts, would the rule ever be able to go into effect?

Proposed Solution:

. Publish companion regulations under the D
the import of UAShat are found to be compliant with thedfote ID standard that can be
referenced in the FAA final rule.

. Include a legal opinion in the preamble of the FAA final rule from #maBment of Justice
that spells out the Federal Statutes that provide the auity of the Department of
Commerceéo enforce the Rmote ID import restrictions. These legal opinions should also
explain the impact on trade treaties that are currently in place and if these treaties allow for
restrictions on imports of noncompliant UAS

Privacyssues

The current draft ASTM standard leaves it entirely up to the FAA to decide which message elements
(data fields) will be available to each classigdr. Providing the public with the location of the operator
does not solve any security problemand quite possibly creates new ones. The license plate analogy
for Remote ID of UAS should be carried to the same protection for privacy that is affordet/eysd
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Personally identifiable informatiofor an automobile license is not available to the general public and
should not be available fordRoteID either.

The NPRM requires eathAS Service Suppligssmaintain the operational data for a period of tm
currently contemplated as six months. Ed¢AS Service Supplieill secure and safeguard the data,
while making it available to the FAA and authorized law enforcement agenalleahile developing and
pursuing their own business model. Will tbdS Setice Supplierbe able to sell this data? This could
possibly reduce the cost of providing thAS Service SupplidRemote ID servicebut what would be
the cost to the individuals to have their information sold?

Proposed Solution:

. Explicitly state thatUAS Service Suppliexdll not be allowed to sell or barter thgersonally
identifiable informationof any participant in the &mnote D system
. Explicitly state that th@ersonally identifiable informatiofor pilots of UAS will notdomade

available to the general public and will be protected to the same extent that automobile
license plate information is currently protected from unauthorized release.

Respectfully,

T QO H e

Rich Hanson
President, Academy of Model
Aeronautics (AMA)




